Office of Information Technology
Policy

Authentication

Policy:
Agencies must use at least one of the following methods of authentication when accessing or utilizing state-owned or managed information technology systems:

- Passwords (IT STD 1-01)
- Biometrics (IT STD 1-03)
- Security Tokens (IT STD 1-05)
- Public Key Infrastructure (PKI) (IT STD 1-07)

Scope:
All agencies and entities under the authority of the Office of Information Technology pursuant to the provisions of R.S. 39:15.1, et seq. must comply with this policy.

Responsibilities:
Agencies are responsible for developing policies governing the authentication requirements detailed in this policy and the supporting technical standards.

Related Policies, Standards, Guidelines:
IT STD 1-01, IT STD 1-03, IT STD 1-05, and IT STD 1-07

Owner:
OIT Security Office

Effective Date:
July 27, 2009