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I.
INITIATIVES
A. Initiative Title

LaNet2 - Statewide, Shared Network Services Platform

B.  Initiative Leader

Bud Lanier  

Phone:
225.342.7701

Fax:
225.342.6867

Email:
blanier@doa.state.la.us
C.  Summary 

The initiative is intended to provide Louisiana state government with a state-of-the-art, standards based, statewide, shared network services platform that can support the networking requirements of all state users and in doing so will aggregate and maximize the volume buying power of the State. 

D.  Description of the Initiative 

The initiative is to implement a statewide, shared network services platform.  This network platform will be based on carrier class technology and will provide virtual private network (VPN) services to all State government customers.  The virtual private network services nature of the network services platform recognizes a fundamental assumption that Louisiana state government operates more like a “holding company” than a corporate enterprise; therefore, the network services platform must be designed to support the significant diversity of the missions and resulting needs of the various entities making up State government.  

· The statewide, shared network services platform will provide a mechanism to begin implementing statewide standards for many essential network services, such as:  security, virtual private network services, domain name services, cache server, integrated access for data, voice and video, T.120 services, etc. 

· The benefits of the statewide, shared network services platform are:  maximize the buying power of the State, provide essential network services to all State agencies, minimize the cost of providing essential 

· services by pooling support resources, and ensure compatibility among systems through the use of agreed-upon standards. 

· Inherent in this initiative is the task of taking a complete inventory of all existing network assets and documenting all existing expenditures for networks and network services.  The inventory will provide a baseline snapshot of technology and cost for input to line of service product and rate development for network services products.  

E. Participating Partners and Stakeholders

Participating Partners:

Mike Gusky, DOTD

Rex McDonald, DPS

Duane Fontenot, DSS

Terry Clair, DOC

 All State network users


          Vendors of networking equipment and services


F.   Benchmarking Partners and/or Best Practice References 

None Known. 
G.   Assessment of Risks 

· Historically, the management of wide area data communications networks has been totally under the control of the individual agencies.  A move to a statewide management strategy will be seen as a threat by some, if not most, agencies.  This is because the dominant philosophy among IT managers has been to build, own, and therefore control, the physical resources upon which their success relies.  This is an understandable position, especially in State government, which traditionally has not rewarded risk-taking.   This philosophy, however, is contrary to the underlying assumption upon which many LA Connections initiatives are based.  The underlying assumption is that statewide managed resources will provide the best value and practices for the State in terms of volume buying, standards for interoperability and utilization of human resources.  The critical element of success for this initiative is a shift away from a “build my own” mentality to a “build me a custom solution” based on a provider’s set of services.  A top-down recognition and adoption of “services-based” delivery of solutions is absolutely critical to the success of this and many other LA Connections initiatives.  A comprehensive training effort to educate the agencies on the benefits of a statewide, service-based strategy is necessary to help ease concerns. 

· There is minimum risk associated with the implementation of a core backbone network to support VPN services.  OTM is currently supporting most of the required technologies and the implementation of a VPN-capable network platform is seen as an incremental implementation over the current environment.  The addition of VPN and security services will require additional staff and training.  The exact level of staffing is difficult to determine because many of the services to be deployed are either not being done in all agencies at this time, or are being done only a limited basis.  Initial estimates can be done with a caveat that additional staff will be needed as workloads become better defined.  

II
PROJECT INFORMATION

A. Project Description

A project to implement a statewide, shared network services platform will be formed using a “steering committee/technical task force” format and reporting to the Commissioner of Administration/CIO.  The steering committee will be composed of a group of IT management level individuals representing a broad cross-section of State network users.  The steering committee chair person and members will be appointed by the Commissioner of Administration/CIO.  The technical task force will be composed of high level technical specialists representing a broad cross-section of user agencies.  The technical task force members will be appointed by the steering committee.  The project will be governed by a formal written project charter describing the scope of the project, the organizational and reporting structure of the project team, the duties and responsibilities of the steering committee and the technical task force and the overall project schedule timeline. 

B. Technical/Conceptual Approach   

1.  Technology/Concept.  The description of the technical/conceptual approach to implement a statewide, shared network services platform must start with an explanation of key network service objectives and network service philosophies.  The integration of these key network service objectives and network service philosophies is essential to the successful implementation of a core network platform to provide statewide, shared network services.  The understanding of these key concepts is essential to understanding the purpose and benefits of the statewide, shared network services platform.  The network service objectives are as follows:

· Statewide, Shared Network Platform – A Statewide, Shared Network Platform is a system of highly integrated equipment and services utilizing technologies that allow for the provisioning of multiple, logically independent networks managed by policy agreements.  The underlying technologies of the platform must provide for Quality of Service, Security and VPN services.

· World Class Network Platform – World Class Network Platform refers to the relative quality of the hardware and software infrastructure, as well as, the quality of the manufacturer and vendor support.  World Class implies being recognized by the industry as among the top three to five manufacturers in the world.  The manufacturer must be committed to the technology in terms of leadership – in market share, in standards development, and in research and development.  

· Leading Edge Technology – Leading Edge Technology used here indicates having available most, if not all, of the latest features of a technology given the caveats of standards-based and production quality.  Proprietary and unproven technologies are excluded from this definition.  

· Utility Grade Services – Utility Grade Services imply the reliability that customers have come to expect from the national public-switched telephone network (PSTN).  The reliability of the PSTN is described as “five nines” or “99.999” percent uptime.  Date communications networks have historically not come close to this level of reliability, but with the growing emphasis on e-commerce, networks of the future must be built to the “five nines” standard.

· Support “Quick to Market” – The rapid pace of the evolution of e-commerce requires a platform that is very flexible.  The platform must accommodate quick response in terms of feature adjustment/change, as well as, scale of usage. The network service philosophies are as follows:
· Carrier Grade Implementation – Carrier Grade implies a very robust, highly reliable implementation of equipment and services.  The implementation has such characteristics as emergency power, physical redundant routing, duplicate/mirrored equipment components and the like.  Carrier Grade Implementation is the basis for Utility Grade Service at the "five nines” level.

· Standards Based – The network platform must be built using equipment, which is compliant with industry wide standards, thus insuring compatibility across vendor product lines.  Major standards bodies involved in establishing these industry-wide standards include the International Telecommunications Union (ITU), the Institute of Electrical and Electronics Engineers (IEEE), the American National Standards Institute (ANSI), the ATM Forum, the Frame Relay Forum, the SONET Interoperability Forum (SIF), Telcordia (formerly Bellcore), and the Internet Engineering Task Force (IETF).  The benefits of adopting a standards based network platform are significant.  Standards based networks provide for interoperability among manufacturers’ equipment.  Standards based solutions allow for an orderly evolution of a network architecture over time.  The standards based strategy provides maximum competition in procurement of network components.

· Network Service Provider Based – Network Service Provider based implies utilizing a model similar to the carrier approach of provisioning multiple customized networks out of a shared network platform.

· Policy Managed – Policies are rules developed to govern the use and access to network resources, consistent with the business needs of the organization.  These rules allow complex networks to be provisioned and managed out of a network service provider’s platform in a consistent and predictable fashion.  The implementation of policies is dependent on the resources allocated, security and Quality of Services (QoS) capabilities of the network service platform.

· Service Level Agreement (SLA) Based – The network must be flexible enough to provide differing levels of guaranteed service based on Service Level Agreements (SLAs) entered into between the service provider and the end user.  These SLAs contain commitments on Quality of Service to be provided, the costs of services at the agreed-upon quality level, and credit provisions should the quality of service fail to be met at some point(s) during the term of the agreement.

2. With the preceding explanation of network service objectives and network service philosophies in mind, the core network of the statewide, shared network services platform is designed around a “carrier” model.  The fundamental assumption is that Louisiana state government operates more like a “holding company” than a corporate enterprise.  This model recognizes the significant diversity of the missions and resulting needs of the various entities making up State government.  The “carrier” model allows individual enterprise networks, i.e., agency networks, to be provisioned as a set of network services out of a shared core network platform.  Thus, the “carrier” model accomplishes the primary objectives of OTM, that is, aggregation of the State’s volume buying power and maximum sharing of expensive resources.

3. The technical design of the Core Network takes advantage of a variety of technologies to ensure enterprise services-based networks can be provisioned based on agreed-upon policy and managed under a Service Level Agreement (SLA) using Quality of Service (QoS) parameters. 

C. Implementation Approach 

1. Project Timetable: 

Activity 1 – Organize project  




Activity Duration: 15 Workdays




Start:  TBD




Finish:  TBD

Activity 2 – Appoint Steering Committee



 Conduct Organizational Meeting



 Appoint Technical Task Force



Activity Duration: 5 Workdays




Start:  TBD




Finish:  TBD

Activity 3 – Review, Refine and Document Initial Network Model 












Overview of Approach


Technologies


Architecture Layer Model


Network Services


Budget Estimates


Staffing Estimates




Activity Duration: 30 Workdays




Start:  TBD




Finish:  TBD

Activity 4 – Obtain GO – NO GO  Approvals for Network Services Model

Obtain Approval from Steering Committee


Obtain Approval from CIO/Commissioner of Administration




Activity Duration: 5 Workdays




Start:  TBD




Finish:  TBD


Activity 5 – Organizational Enhancements 


Concurrent with Procurement




Activity Duration:   60 to 180 Calendar Days




Start:  TBD




Finish:  TBD

 Activity 6 – Develop Subscriber Service Level Agreements

Concurrent with Procurement and Initial Implementation




Activity Duration:  90 to 360 Calendar Days 




Start:  TBD




Finish:  TBD


Activity 7 – Procurement 




Activity Duration: 60 to 180 Calendar Days




Start:  TBD




Finish:  TBD

 Activity 8 – Initial Implementation 




Activity Duration: 90 to 180 Calendar Days 




Start:  TBD




Finish:  TBD

2. Project Resources: 



To be determined

3. Project Implementation. 



To be determined

D.  Project Cost Estimate.

Not available at this time
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